Privacy Policy
Updated June 30, 2020
Awamaia, S.L. Casanova 170, 5-2, Barcelona, 08036, Spain aims to maintain its users’ privacy.

By using the website available at the address: http://www.awamaia.com you are consenting to the
disclosures described in and the terms of this Privacy Policy (the “Policy”).

Awamaia process all personal data of its users and other person with the utmost care and diligence
for the personal data and keeping it safe. Awamaia complies in particular with the terms and
conditions of the Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April
2016 on the protection of natural persons with regard to the processing of personal data and on the
free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation)
and the Canadian Personal Information Protection and Electronic Documents Act.

Definitions

1. Personal data administrator, Administrator, Awamaia - Awamaia, S.L. Casanova 170, 5-2,
Barcelona, 08036, Spain;

2. Personal data - all information about a natural person identified or identifiable by one or
more specific factors determining physical, physiological, genetic, mental, economic, cultural
or social identity, including device IP, location data, internet identifier and information
collected for via cookies and other similar technology.

3. Policy - this privacy policy.

4. GDPR - Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April
2016 on the protection of natural persons with regard to the processing of personal data and
on the free movement of such data, and repealing Directive 95/46/EC (General Data
Protection Regulation).

5. Website - Website available at the address: http://www.awamaia.com

6. User - any natural person visiting the Website or using one or several services or
functionalities described in the Policy.

What information do we collect?

We collect information from you when you register on our Website, place an order, subscribe to our
newsletter, respond to a survey, or fill out a form. When ordering or registering on our Website, as
appropriate, you may be asked to enter your name, email address, mailing address, phone number,
and credit card information. You may, however, visit our site anonymously. We are accountable for all
personal information which we collect that is in our possession or custody, including any personal
information which is disclosed when registering on our site, placing an order, subscribing to our
newsletter, responding to a survey, or filling out a form.

Personal data of all persons using the Website (including the IP address or other identifiers and
information collected via cookies or other similar technologies) and who are not registered Users (i.e.
persons without an account profile in the Website) are processed by the Administrator:
a) in order to provide services electronically in the scope of making content collected in the
Website available to Users, providing contact forms - then the legal basis for processing is the
necessity of processing to perform the contract (art. 6 paragraph 1 letter b of the GDPR);
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b) to handle complaints - then the legal basis for processing is the necessity of processing to
perform the contract (art. 6 paragraph 1 letter b of the GDPR);

¢) for analytical and statistical purposes - then the legal basis for processing is the justified
interest of the Administrator (art. 6 paragraph 1 letter f of the GDPR) consisting in conducting
analyzes of Users' activity as well as their preferences in order to improve the functionalities
and services provided;

d) in order to possibly determine and assert claims or defend against them - the legal basis for
processing is the justified interest of the Administrator (art. 6 paragraph 1 letter f of the
GDPR) consisting in the protection of his rights;

e) To personalize your experience (your information helps us to better respond to your
individual needs);

f) To improve our website (we continually strive to improve our website offerings based on the
information and feedback we receive from you);

g) To improve customer service (your information helps us to more effectively respond to your
customer service requests and support needs);

h) To administer a contest, promotion, survey or other site feature;

i) To send periodic emails.

The email address you provide for order processing, may be used to send you information and
updates pertaining to your order, in addition to receiving occasional company news, updates, related
product or service information. If at any time you would like to unsubscribe from receiving future
emails, we include detailed unsubscribe instructions at the bottom of each email.

Our company is hosted on the Wix.com platform. Wix.com provides us with the online platform that
allows us to sell our products and services to you. Your data may be stored through Wix.com’s data
storage, databases and the general Wix.com applications. They store your data on secure servers
behind a firewall. All direct payment gateways offered by Wix.com and used by our company adhere
to the standards set by PCI-DSS as managed by the PCl Security Standards Council, which is a joint
effort of brands like Visa, MasterCard, American Express and Discover. PCI-DSS requirements help
ensure the secure handling of credit card information by our store and its service providers.

Marketing purposes
The Administrator processes Users' personal data in order to carry out marketing activities that may
consist of:
a) displaying marketing content relevant to the User's interests (behavioral advertising);
b) sending e-mail notifications about interesting offers or content, which in some cases contain
commercial information;

In order to implement marketing activities, the Administrator uses profiling in some cases. This
means that due to automatic data processing, the Administrator assesses selected factors regarding
natural persons in order to analyze their behavior or create a forecast for the future.

The Administrator processes Users' personal data, including personal data collected via cookies and
other similar technologies, for marketing purposes in connection with directing behavioral advertising
to Users (i.e. advertising that is tailored to the User's preferences). The processing of personal data
also includes User profiling. The use of personal data collected through this technology for marketing
purposes is based on the legitimate interest of the Administrator and only on condition that the User
has consented to the use of cookies. Consent to the use of cookies can be expressed through the



appropriate configuration of the browser, and can also be withdrawn at any time, in particular by
clearing the cookie history and disabling cookies in your browser settings.

This consent may be withdrawn at any time.

If the User has agreed to receive marketing information via e-mail, the User's personal data will be
processed for the purpose of sending such information. The basis for data processing is the legitimate
interest of Administrator consisting in sending marketing information within the limits of consent
given by the User (direct marketing). The User has the right to object to data processing for the
purposes of direct marketing, including profiling. The data will be stored for this purpose for the
duration of the legally legitimate interest of Administrator, unless the User objects to receiving
marketing information.

Social Media

The Administrator processes personal data of Users visiting the Administrator's profiles kept in social
media. These data are processed only in connection with maintaining a profile, including to inform
Users about the Administrator's activity and to promote various types of events, services and
products, as well as to communicate with users through the functionalities available in social media.
The legal basis for the processing of personal data by the Administrator for this purpose is his
legitimate interest (art. 6 paragraph 1 letter f GDPR) consisting in promoting his own brand and
building and maintaining the brand-related community.

This site uses plugins for the social networks of the following providers:
1) Pinterst;
2) Facebook;
3) Twitter;
4) Instagram.

These plugins usually collect data from the User by default and send it to the server of the respective
provider. We have taken up an appropriate technical measures to protect the User's privacy so that
the providers of individual plug-ins cannot collect User's data without obtaining their consent. When
the User visits a website associated with a given plugin, the plugin will be initially disabled. Unless the
User clicks the appropriate symbol, the plug-in will remain disabled. Clicking on the symbol will
enable the plug-in and will mean giving consent to send data to the appropriate provider. Legal basis
for using plugins: art. 6 clause 1 lit. a) and f) GDPR.

Enabled plugins also collect personal data, such as the User's IP address, and send it to the server of
the respective provider, where the data is saved. When the User visits the relevant website, the
enabled plugin configures a cookie with a unique identifier. This allows the provider to generate User
behavior profiles. This is the case even if the User is not a user of the provider's social network. If the
User belongs to the provider's social network and logs in to the website during his visit, his data and
information about his visit to this website may be associated with his profile in the relevant social
network. Administrator has no influence on the extent to which User data is collected by the relevant
provider. For more information on the scope, specifics and purpose of data processing as well as
privacy protection rights and options, please refer to the data protection information published by
relevant social network providers. This information is available on the following websites:

1. Facebook: https://www.facebook.com/policy.php

2. Instagram: https://help.instagram.com/519522125107875?helpref=page _content
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3. Pinterest: https://policy.pinterest.com/en/privacy-policy-2016
4. Twitter: https://twitter.com/en/privacy

Facebook and/or Google registration

We provide User with the option of registering and logging in via a Facebook and/or Google account.
If the User registers through Facebook and/or Google, Facebook and/or Google will ask him for
consent to share us specific data from the User's Facebook and/or Google’s account. This data may
include the User's name and email address to enable us to verify User's identity and gender. They
may also contain general data about the User's location, a link to his Facebook and/or Google profile,
time zone data, date of birth, profile picture, data on likes and the User's list of friends.

These data will be collected by Facebook and/or Google and sent to us in accordance with the
principles set out in the data rules in force on Facebook and/or Google. Using Facebook's and/or
Google’s privacy settings, the User can control the data that we receive from Facebook and/or
Google.

This data will be used to create, share and personalize your account. Legal basis: art. 6 clause 1 lit. a),
b) and f) GDPR.

Newsletter

Pursuant to art. 6 clause 1 lit. a) GDPR User may agree to receive a newsletter from us, which
contains information on our current offers. To receive our newsletter, you only need to enter your
email address on the Website in the given space. Providing additional, specially marked data is
voluntary. This data will enable us to personalize messages sent to the User. After receiving
appropriate confirmation from the User, we will save the User's email address to send him
newsletters. Legal basis: art. 6 clause 1 lit. a) GDPR.

The User may at any time withdraw his consent to send him the newsletter and unsubscribe from it.
To report your intention to withdraw your consent contact us.

Whenever we send the User a newsletter, it aims, among other things, to assess his behavior.
Therefore, email messages with the newsletter contain web beacons (also called tracking pixels),
which are also stored by us. We then combine data on the User's behavior with the use of web
beacons with the e-mail address and User's individual ID.

Based on the data obtained in this way, we generate a User profile to tailor the newsletter to the
individual interests of a given User. To this end we register when the User reads the newsletters
received from us and which links they contain are clicked by the User, and determines the User's
individual interests mentioned. Then, this data is linked by us with information on the User's behavior
on website.

The User may at any time withdraw consent to such monitoring by contacting us. The collected data
will be stored as long as the User expresses interest in receiving the newsletter. When the User
unsubscribes from the newsletter, this data will be stored by us only for statistical purposes and in
anonymous form.

However, monitoring is not possible if viewing images in the user's e-mail application is deactivated
by default. In this case, the newsletter will not be displayed in full, and the User will not be able to
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use some of the newsletter functions. Monitoring will, however, take place if the User displays the
images manually.

Google Analytics
The Website uses Google Analytics for website analysis, offered by Google Inc., 1600 Amphitheater
Parkway, Mountain View, CA 94043, United States. The Universal Analytics operating mode is used.
This allows you to assign data, sessions and interactions from various devices to the identifier of the
User using a nickname and thus allows the analysis of actions taken by that User from the level of
observed devices.

Google Analytics uses cookies that enable an analysis of how the User uses Website. The data
generated by the cookie as a result of the User's use of Website are usually transmitted to a Google
server in the United States and saved there. However, if IP anonymization is activated on the Website,
in accordance with the Agreement on the European Economic Area in the Member States of the
European Union or other countries that have signed this agreement, the User's IP address will be
shortened earlier. The full IP address will be transmitted to a Google server in the United States (and
shortened there) only in exceptional circumstances. The IP address sent from the User's browser in
the context of Google Analytics will not be combined with other Google data. Google will use this
information at the request of the Website operator to evaluate how you use this Website, so that you
can compile reports on website activity and provide other services related to the website and
Internet use to the Website operator. The processing of data for these purposes is also in the
legitimate interest of Administrator. Legal basis for using the Google Analytics service: art. 6 clause 1
lit. f) GDPR. For more information on the terms and conditions of using this service and data
protection, please visit https://www.google.com/analytics/terms/pl.html and https://
policies.google.com/?hl=en.

Users can prevent cookies from being saved by selecting the appropriate settings in their browser. In
this case, however, the User will not be able to fully use all the functions of the Website. The User
may also prevent Google from collecting and processing data generated by cookies and data related
to the User's use of the website (including his IP address) by downloading and installing the add-on
available at https://tools.google.com/dlpage/gaoptout?hl=pl. Opt-out cookies mean that User data
will no longer be collected when the User visits Website. To prevent data collection from different
devices in Universal Analytics mode, the User must perform the opt-out procedure on all systems
they use. To set a opt-out cookie, click here: Disable Google Analytics.

We collect first-party data about website visitors based on cookies, IP address and fingerprinting; we
create user segments based on user browsing history and calculate metrics related to website usage,
such as bounce rate, depth of visits, page views etc. Your data is stored for a period of 26 months and
applies to user-level and event-level data associated with cookies, user-identifiers (e.g., User-ID) and
advertising identifiers (e.g., DoubleClick cookies, Android’s Advertising ID, Apple’s Identifier for
Advertisers)

Do we use cookies?

Yes. Cookies are small files that a website or its service provider transfers to your computer’s hard
drive through your web browser (if you allow) that enables the website’s or service provider’s
systems to recognize your browser and capture and remember certain information.
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Since our web site is hosted by wix.com, we primarily collect all the cookies provided by them. Those
are the following:

First-Party Cookies

Strictly Necessary

Cookie name

ForceFlashSite

hs

smSession

XSRF-TOKEN

Functionality

Cookie name

svSession

SSR-caching

smSession

Duration

Session

Session

Persistent (Two days
or two weeks)

Session

Duration

Persistent (Two years)

Session

Persistent (Two

Purpose

When viewing a mobile site (old
mobile under m.domain.com) it will
force the server to display the non-
mobile version and avoid redirecting
to the mobile site

Security

Identifies logged in site members

Security

Purpose

Identifies unique visitors and tracks

a visitor's sessions on a site

Indicates how a site was rendered.

Identifies logged in site members

weeks)

The Administrator uses the so-called service cookies primarily to provide the User with services
provided electronically and to improve the quality of these services. Therefore, the Administrator and
other entities providing analytical and statistical services to him use cookies, storing information or
gaining access to information already stored in the User's telecommunications terminal device
(computer, telephone, tablet, etc.). Cookies used for this purpose include:
a) cookies with data entered by the User (session ID) for the duration of the session (user input
cookies);
b) authentication cookies used for services that require authentication for the duration of the
session (authentication cookies);
c) cookies used to ensure security, e.g. used to detect fraud in the field of authentication (user
centric security cookies);
d) session cookies of multimedia players (e.g. flash player cookies), for the duration of the
session (multimedia player session cookies);



e) persistent cookies used to personalize the User interface for the duration of the session or a
little longer (user interface customization cookies),

f) cookies used to remember the contents of the basket for the duration of the session
(shopping cart cookies);

The Administrator also uses cookies for marketing purposes, including in connection with targeting
behavioral advertising to Users. For this purpose, the Administrator stores information or gains access
to information already stored in the User's telecommunications terminal device (computer,
telephone, tablet, etc.). The use of cookies and personal data collected through them for marketing
purposes requires the consent of the User. This consent may be expressed through the appropriate
configuration of the browser, and may also be withdrawn at any time, in particular by clearing the
cookie history and disabling cookies in the browser settings.

If you prefer, you can choose to have your computer warn you each time a cookie is being sent, or
you can choose to turn off all cookies via your browser settings. Like most websites, if you turn your
cookies off, some of our services and aspects of our website may not function properly. However, you
can still place orders by contacting our customer service department.

Period of processing the personal data

We will process personal data for the duration of User’s registration on the Website and the time
necessary to demonstrate performance of the contract, i.e. for the duration of the limitation period
for claims.

After User deletes the account on the Website his/her data will be stored by us only for statistical
purposes and in anonymous form.

User’s entitlements

Data subjects have the following rights:

1. The right to information on the processing of personal data - the Administrator provides
information on the processing of personal data, including primarily the purposes and legal
grounds for processing, the scope of data held, entities to whom personal data is disclosed and
the planned date of their removal;

2. The right to obtain a copy of the data - the Administrator provides a copy of the processed data
regarding the person making the request;

3. Right to rectification - the Administrator removes any incompatibilities or errors regarding
personal data being processed, and supplements or updates them if they are incomplete or have
changed;

4. The right to delete data (the so-called right to forget) - is the basis for requesting the deletion of
data whose processing is no longer necessary to achieve any of the purposes for which it was
collected;

5. The right to limit processing - the Administrator ceases to carry out operations on personal data,
with the exception of operations to which the data subject has consented and their storage, in
accordance with the adopted retention rules, or until the reasons for limiting data processing
cease (e.g. a decision will be issued supervisory authority authorizing further processing of data);

6. The right to transfer data - to the extent that data is processed in connection with the concluded
contract or expressed consent, the Administrator issues data provided by the person to whom
they relate, in a format that can be read by a computer. It is also possible to request that the data



be sent to another entity - provided that both the Administrator and another entity to which the
data are sent have appropriate technical conditions enabling such transmission;

7. The right to object to the processing of data for marketing purposes - the data subject may at
any time object to the processing of personal data for marketing purposes, without the need to
justify such an objection;

8. The right to object to other purposes of data processing - the data subject may at any time
object to the processing of personal data on the basis of the justified interest of the
Administrator (e.g. for analytical or statistical purposes or for reasons related to the protection of
property). An objection in this respect should contain a justification and is subject to the
Administrator's assessment;

9. The right to withdraw consent - if the data are processed on the basis of consent, the data
subject has the right to withdraw it at any time, which, however, does not affect the lawfulness of
the processing carried out before the withdrawal of this consent;

10. Right to complain - if it is considered that the processing of personal data violates the provisions
of the GDPR or other provisions regarding the protection of personal data, the data subject may
submit a complaint to the President of the Office for Personal Data Protection.

An application regarding the exercise of the rights of data subjects, together with an indication of
which request we make, can be submitted:
a) in writing to the address of the seat of Administrator: Awamaia, S.L. Casanova 170, 5-2,
Barcelona, 08036, Spain;
b) by email at the Administrator email address: contact@awamaia.com;

If the Administrator will not be able to determine the content of the request or identify the person
submitting the application based on the application, he will ask the applicant for additional
information.

Answers to applications will be given within one month of receipt. If it is necessary to extend this
period, the Administrator will inform the applicant about the reasons for such extension.

The answer will be given to the e-mail address from which the application was sent, and in the case
of applications sent by letter, by ordinary letter to the address indicated by the applicant, unless the
content of the letter indicates the desire to receive feedback to the e-mail address (in this case you
must provide an email address).

Data recipients

Generally, your personal information will not be sold, exchanged, transferred, or given to any other
company or third party (except for company Creative Cambur spétka z o0.0. with the registered office
in Cracow, Poland - www.creativecambur.com) for any reason whatsoever, without your consent,
other than for the express purpose of delivering the purchased product or service requested and
within the frames covered herein. We do not share your information with any third parties except as
disclosed herein. We may provide personal information to third parties within our network, as well as

to subcontractors and suppliers (who shall be bound by privacy obligations), to assist us in delivering
the product purchased or service requested by you. Your personal data will be shared with the
service providers, registered on the Website, but only if you choose to share your personal data with
the said providers in order to obtain a service.
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Personal information will not be used or disclosed for purposes other than those for which it was
collected, except with your consent or as required by law. We will retain your personal information
for as long as necessary to fulfill the purposes for which the information was collected. If your
personal information is to be used or disclosed for a different purpose than which it was collected, we
will inform you.

In connection with the provision of services, personal data will be disclosed to external entities,
including in particular suppliers responsible for operating IT systems, entities such as payment
operators, entities providing accounting, legal, auditing, consulting services, couriers (in connection
with the implementation of the order).

The Administrator reserves the right to disclose selected information about the User to competent
authorities or third parties who submit a request for such information, based on an appropriate legal
basis and in accordance with applicable law.

We do not sell, trade, or otherwise transfer to outside parties your personal information. This does
not include trusted third parties who assist us in operating our website, conducting our business, or
servicing you, so long as those parties agree to keep this information confidential. We may also
release your information when we believe release is appropriate to comply with the law, enforce our
website policies (including our Terms of Service and this Policy), or protect ours or others rights,
property, or safety. However, non-personally identifiable visitor information may be provided to other
parties for marketing, advertising, or other uses.

As you browse our website and other websites, online ad networks we work with may place
anonymous cookies on your computer, and use similar technologies, in order to understand your
interests based on your (anonymous) online activities, and thus tailor more relevant ads to you. If you
do not wish to receive such tailored advertising, you can opt out of most companies that engage in
such advertising. This will not prevent you from seeing ads; the ads simply will not be delivered
through these targeting methods.

Website may contain links to third-party websites. Links from our site to external websites do not
operate under this Privacy Policy. For example, if you click on a referrer website link on our site, you
may be taken to a website that we do not control. These third-party websites may independently
solicit and collect information from you, including personal and financial data. We recommend that
you consult the privacy statements of all third-party websites you visit by clicking on the “privacy”
link typically located at the bottom of the webpage you are visiting

External service providers and partner entities, including online payment service providers and
communication services agents, will only receive User data to the extent necessary to process your
request. In such cases, the scope of transmitted data is limited to the necessary minimum. If these
service providers are in contact with your personal data, we will guarantee that pursuant to art. 28 of
GDPR, these suppliers also met the requirements set out in data protection regulations at every stage
of order processing. The User should at the same time read the content of the privacy policy of the
respective provider. Such provider is responsible for the content of external services, but we verify
these services to a reasonable extent in terms of compliance with legal requirements. User data is
primarily processed in the EU / EEA. However, we may also use the services of providers that process
data outside the EU / EEA. In such cases, we will ensure that the recipient has ensured an adequate
level of protection for such data before providing the User's personal data. This means that the level



of data protection is achieved as a result of concluding contracts that comply with the EU standard or
by taking a decision stating the appropriate level of protection, comparable to the standard in force in
the EU.

Changes to our Privacy Policy

We may amend this Policy from time to time. If such amendments affect how we use or disclose
personal information already held by us in any material way, we will obtain the consent of the
individuals affected. Notwithstanding the general terms of this Policy, the collection, use, and
disclosure of personal information may be made outside of the terms herein to the extent provided
for in any applicable privacy or other legislation in effect from time to time. We may disclose personal
information to another entity purchasing (including for due diligence purposes prior to purchase) the
assets of [legal name], provided that entity abides a similar privacy policy.

Any individual has a right to challenge the compliance of our organization to this Policy at any time.
We will take due care and diligence in assessing and investigating complaints. If a complaint is found
to be justified, we will take the appropriate measures to rectify the complaint. If necessary, we will
amend this Policy and our practices.

If we decide to change this Policy, we will update the Privacy Policy modification date below.

We strongly recommend that you periodically review this Policy to be informed about how we are
protecting your information.



